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WELCOME TO THE EDWARD M. KENNEDY INSTITUTE

We are delighted to welcome you to the new Edward M. Kennedy Institute for the United States Senate. The Kennedy Institute aims to teach students about the role of the Senate in our representative democracy, introducing important elements of the legislative process to young audiences and encouraging participation in civic life. Our programs serve the general public, students of all ages, teachers, scholars, senators, Senate staff, international visitors, and others in public service.

The materials in this curriculum are designed to enhance the Institute’s immersive Senate Immersion Module (SIM). The SIM program is an educational, role-playing experience, developed to engage new generations of Americans. This program is conducted in the Institute’s full-scale representation of the United States Senate Chamber. Running with up to 100 students at a time, participants take on the roles of senators to study issues, debate, negotiate, and vote on legislation.

Digital projections, handheld tablets, and a life-size representation of the U.S. Senate Chamber enhance the immersive role play. The resources in this curriculum help students and teachers prepare for the SIM program and discuss the experience afterwards. They can also be used independently as print outs in the classroom.

The Edward M. Kennedy Institute for the United States Senate is dedicated to educating the public about the important role of the Senate in our government, encouraging participatory democracy, invigorating civil discourse, and inspiring the next generation of citizens and leaders to engage in the civic life of their communities.

The Institute encourages classroom preparation for the SIM, active play at the Institute, and debriefing at the end of the experience.
ABOUT THIS CURRICULUM

The purpose of this learning module is to help students learn how a U.S. senator might address an issue of public significance under consideration in the United States Congress. Learning about personal, state, party, and national interests will help students understand representation more fully. It will also help them play their roles more effectively when taking part in the Institute’s SIM.

The pre-visit lesson is designed to introduce students to the issues of privacy and security as they affect the United States. The post-visit lesson acts as a debrief and reflection on the SIM experience.

SIM Learning Goals

Using this curriculum and the Kennedy Institute SIM, students will be able to:

• Understand the basic tenets of representation: balancing personal convictions with state, party, and national interests

• Research and analyze issues of national importance

• Negotiate, persuade, and develop strategies to reach consensus

• Take a stand on issues and proposed solutions
BACKGROUND OVERVIEW

Timeline

This timeline highlights the national security and privacy issues that have developed since the terrorist attacks on September 11, 2001.

2001

September 11
Hijackers crash two airplanes into the World Trade Center in New York. A third plane strikes the Pentagon, and a fourth crashes in a field in rural Pennsylvania. More than 3,000 people are killed in the terror attacks.

September 13
The White House announces that there is “overwhelming evidence” that Osama bin Laden is behind the attacks.

September 14
Congress authorizes President George W. Bush to use “all necessary and appropriate force against those nations, organizations, or persons he determines planned, authorized, committed, or aided the terrorist attacks that occurred on September 11, 2001, or harbored such organizations or persons, in order to prevent any future acts of international terrorism against the United States by such nations, organizations or persons.”

September 18
The Justice Department publishes an interim regulation allowing non-citizens suspected of terrorism to be detained without charge for 48 hours or “an additional reasonable period of time” in the event of an “emergency or other extraordinary circumstance.” The new rule is used to hold hundreds indefinitely until the USA PATRIOT Act passes in October.

September 20
President Bush announces a new cabinet-level position, the Secretary of Homeland Security; Pennsylvania Governor Tom Ridge is appointed to it. In an address to a joint session of Congress, President Bush declares, “Every nation, in every region, now has a decision to make. Either you are with us, or you are with the terrorists. From this day forward, any nation that continues to harbor or support terrorism will be regarded by the United States as a hostile regime.”

October 24
Congress passes the sweeping USA PATRIOT Act, which broadened the government’s authority to collect domestic records and surveil its citizens, often without evidence of wrongdoing. Section 215, nicknamed “the library provision,” allows the FBI to ask the FISA court to compel the sharing of “any tangible thing” related to a terrorism investigation, including books, business documents, tax records and library check-out lists.

November 5
The Justice Department announces that it has put 1,182 people into secret custody since 9/11. Nearly all of them are from the Middle East or South Asia.

December 11
In the first criminal indictments stemming from the 9/11 attacks, Zacarias Moussaoui, a French citizen of Moroccan descent, is charged with conspiring with Osama bin Laden and al Qaeda to “murder thousands of people” in New York, the Pentagon, and Pennsylvania.
**BACKGROUND OVERVIEW**

**Timeline, part II.**

**2004**

**March 21**
Section 215 oversight is relaxed. An internal memo reveals that the FBI began using a “new standard” for Section 215 of the USA PATRIOT Act, allowing FBI investigators to bypass the review processes of the Office of Intelligence Policy and Review. This granted permission for the seizure of documents.

**May 21**
The FBI is granted its first approval to seize business records under Section 215 of the USA PATRIOT Act. Since 2004, hundreds of Section 215 orders have been granted.

**2005**

**December 15**
In a speech on the Senate Floor, then-Senator Barack Obama urges his colleagues not to renew the USA PATRIOT Act without significant oversight reforms.

**2006**

**January**
President Bush defends counterterrorism program. With the USA PATRIOT Act up for renewal, President Bush embarks on a media blitz in defense of the law, beginning with a speech at Kansas State University.

**March 6**
Bush signs reauthorization of the USA PATRIOT Act. While the reauthorization made much of the law permanent, three key provisions were left open to further sunsets. The reauthorization passed with bipartisan support in both the House and Senate, with a few new requirements for Section 215 orders.

**2007**

**March**
A Department of Justice audit of the FBI’s use of Section 215 and National Security Letters reveals that the FBI had underreported the use of these provisions to Congress. The audit found 143,074 requests for information, over half of which were for U.S. persons.

**2010**

**February 25**
President Obama temporarily extends the three controversial USA PATRIOT Act provisions for one year without changes, reversing his campaign position on the law.

**2011**

**May 26**
Congress approves a full four-year authorization of the USA PATRIOT Act just before the sunset deadline. President Obama is in Europe, so for the first time in history legislation is signed into law using a mechanical autopen.

**2012**

**March 15**
In a letter to the Attorney General and on the Senate floor, Senator Ron Wyden (D-OR) warns “most Americans would be stunned to learn the details” of how the government has interpreted Section 215 of the USA PATRIOT Act. He was unable to elaborate without revealing classified information.
BACKGROUND OVERVIEW

Timeline, part III.

2013

**June 5**

**June 6**
*The Guardian* and *The Washington Post* each publish an article about the National Security Agency (NSA) program PRISM, which forces biggest U.S. internet companies to hand over data on domestic users.

**June 8**
*The Guardian* publishes NSA slides on Boundless Informant program, which shows NSA collected nearly 3 billion pieces of intelligence inside the U.S. in February 2013 alone.

**June 9**
*The Guardian* reveals Edward Snowden as the source of the NSA leaks.

**October 14**
*The Washington Post* reports on documents revealing that the NSA collects over 250 million email inbox views and contact lists a year from online services like Yahoo, Gmail and Facebook. The documents, provided by Snowden, show the agency collects the data in bulk from massive fiber optic cables that carry most of the world’s telephone and internet traffic.

**December 16**
U.S. District Judge Richard Leon rules that the NSA's gathering of data on all telephone calls made in the United States appears to violate the Constitution's protection against unreasonable searches. But Leon, an appointee of former President George W. Bush, puts his ruling on hold to allow the government to appeal.

2014

**January 27**
Based on Snowden documents, NBC News reports that British cyber spies demonstrated a pilot program to their U.S. partners in 2012 in which they were able to monitor YouTube in real time and collect addresses from the billions of videos watched daily, as well as some user information, for analysis. At the time, they were also able to spy on Facebook and Twitter.

Sources:
PRE-VISIT LESSON: PRIVACY VS. SECURITY

**Pre-Visit Lesson Introduction**

During the pre-visit lesson, students will determine how they feel about privacy and security, and develop a deeper understanding of the tension that exists between the two.

The lesson activity includes exploring their personal beliefs, examining a timeline and summary, and writing a reflection on the USA PATRIOT Act as it currently stands.

**Lesson Learning Objectives**

By the end of this lesson students will be able to:

- Develop provisions that will help thwart terrorism in the future while maintaining a balance with civil liberties, using congressional records on the USA FREEDOM Act, a short summary of the USA PATRIOT Act provisions, and their own beliefs about privacy and security.
- Draw conclusions from various texts to build understanding of new terms and ideas about civil liberties and security.

**Essential Questions**

- How do senators, in a representative democracy, decide how they will vote on a particular issue?
- Is it possible to effectively represent the viewpoints and needs of your constituents while negotiating and compromising with other members of the Senate?
- How does a modern democracy strike a balance between privacy and security for its citizens?

**Enduring Understandings**

- Compromise requires people to give up part of what they want in order to reach an agreement.
- The United States Constitution tasks the government with ensuring the freedom AND security of its people.
- The terrorist attacks of September 11, 2001 had a profound impact upon the collective attitude of the United States.

**LESSON DURATION**

50 minutes

**KEY VOCABULARY**

- See Renewal of the USA PATRIOT Act Vocabulary on pages 11–12
Pre-Visit Lesson Plan
TOTAL TIME: 50 minutes

<table>
<thead>
<tr>
<th>TIME</th>
<th>ACTIVITY</th>
<th>DESCRIPTION</th>
</tr>
</thead>
<tbody>
<tr>
<td>Pre-Visit Lesson</td>
<td>Homework</td>
<td>Students will have read and annotated different speeches assigned by the teacher from members of Congress pertaining to the passage of the 2015 USA FREEDOM Act. Their assignment, and the speeches are attached below.</td>
</tr>
</tbody>
</table>

Materials:
- Vocabulary (pp. 11–12)
- Homework Assignment (p. 13)
- Rep. Lee Speech (p. 17)
- Sen. Grassley Speech (pp. 18–20)
- Sen. Hatch Speech (pp. 21–22)
- Rep. Massie Speech (pp. 23–24)

10 minutes  | Warm-Up: Security vs. Privacy   | Have students stand up in a group in the middle of room. Place four posters in each corner of the room labeled: STRONGLY AGREE, SOMEWHAT AGREE, SOMEWHAT DISAGREE, and STRONGLY DISAGREE. Ask the class to arrange themselves according to how they feel about each question after it is asked. Have students record their answers on their worksheets.  

The students should track how many points they end up with and keep that total for later.  

The Statements:
1) Terrorism (foreign or domestic) is the SINGLE MOST important issue facing the United States.  
2) Personal privacy is guaranteed by the United States Constitution and needs to be protected at ALL times.  
3) The security and safety of the majority are more important that the freedom of individuals.  
4) Federal and state agencies using electronic surveillance on U.S. and foreign citizens in order to stop terrorism does not bother me as I am doing nothing wrong.

5 minutes  | Grouping Students            | Divide the class into four groups based on their responses to the questions in the warm-up. (If you end up with very large groups in either direction you can split them up, for example have most security A and B.)  

13–16 points = Security is the MOST important  
9–12 points = Security is important  
5–8 points = Privacy is important  
1–4 points = Privacy is the MOST important
### Pre-Visit Lesson Plan (continued)

**TOTAL TIME: 50 minutes**

<table>
<thead>
<tr>
<th>TIME</th>
<th>ACTIVITY</th>
<th>DESCRIPTION</th>
</tr>
</thead>
<tbody>
<tr>
<td>10 minutes</td>
<td>Timeline &amp; Summary Activity</td>
<td>Have students read the USA PATRIOT Act Timeline (Background Overview) and The USA PATRIOT Act Summary as a group. Given the amount of information in the timeline, you might give this to students as homework to review in advance.</td>
</tr>
<tr>
<td></td>
<td>Materials:</td>
<td>Students will use the questions on the Privacy vs. Security Group Worksheet to guide their thinking.</td>
</tr>
<tr>
<td></td>
<td>- Background Overview (pp. 5–7)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>- Privacy vs. Security Group Worksheet (p. 16)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>- The USA PATRIOT Act Summary (pp. 25–27)</td>
<td></td>
</tr>
<tr>
<td>25 minutes</td>
<td>Re-Writing Provisions</td>
<td>As a group they will select one aspect of the USA PATRIOT Act that needs to be changed when it is renewed.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>This can be because it is too lenient (ex: not enough security), or infringes upon civil liberties too much.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>They need to rewrite the provision AND then justify the changes that they made.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>They will then share their findings with the class.</td>
</tr>
<tr>
<td></td>
<td>Homework</td>
<td>Reflective Writing:</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Consider how you positioned yourself during the warm-up activity today. Why did you place yourself where you did? Do you think this accurately portrays your beliefs about privacy and security? How has your thinking changed as a result of today’s activity?</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Students will keep these reflections and re-visit them during the post-visit lesson.</td>
</tr>
</tbody>
</table>
## USA PATRIOT ACT
### VOCABULARY

<table>
<thead>
<tr>
<th>Term</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Amendment</td>
<td>An amendment is an addition to the provisions of a bill. Once the basic structure of the bill has been formed by the provisions, amendments are added to deal with more specific elements related to the topic of the bill.</td>
</tr>
<tr>
<td>Authorization Bill</td>
<td>A type of legislation used to approve the activities of the various agencies and programs that are part of the federal government. Authorizing such programs is one of the powers of the United States Congress.</td>
</tr>
<tr>
<td>Civil Liberties</td>
<td>Civil liberties are the personal freedoms that the government cannot violate. They cover both basic rights stated in the Bill of Rights and Constitution, as well as freedoms that have been interpreted by courts and lawmakers.</td>
</tr>
<tr>
<td>Cloture</td>
<td>Cloture is a procedure for ending a debate and taking a vote.</td>
</tr>
<tr>
<td>Constituents</td>
<td>Constituents are members of an elected official’s home district. The elected official acts on their constituents’ behalf by representing the needs of the district and its people. Constituents participate in elections to vote.</td>
</tr>
<tr>
<td>Detain</td>
<td>To detain is to hold someone in federal custody. This can happen in the case of questioning for a criminal action or in politically sensitive situations.</td>
</tr>
<tr>
<td>Filibuster</td>
<td>A filibuster is a tactic used in the U.S. Senate to prevent an issue from being brought to a vote. Once recognized, a senator is allowed to speak as long as they remain standing and delay the final vote from occurring. Filibuster can be ended by invoking cloture to end debate.</td>
</tr>
<tr>
<td>FISA Court</td>
<td>The Foreign Intelligence Surveillance Court’s (known as FISA Court) mission is to decide whether to grant certain types of government requests—wiretapping, data analysis, and other monitoring for “foreign intelligence purposes” of suspected terrorists and spies operating in the United States.</td>
</tr>
<tr>
<td>Free Market</td>
<td>The free market is the economic system of the United States that is based on competition between private businesses. It is not controlled by the government.</td>
</tr>
<tr>
<td>Intelligence Agencies</td>
<td>This refers to government agencies responsible for the collection and analysis of information to support law enforcement, national security, military, and foreign policy. In the U.S., this includes: Federal Bureau of Investigation (FBI), Defense Intelligence Agency (DIA), National Security Agency (NSA), and National Geospatial-Intelligence Agency (NGA).</td>
</tr>
<tr>
<td>Jurisdiction</td>
<td>The official power to make legal decisions and judgments. Examples: “federal courts had no jurisdiction over the case” or “the District of Columbia was placed under the jurisdiction of Congress.”</td>
</tr>
<tr>
<td>Legislation</td>
<td>Legislation is the process of creating laws that have the authority to rule over a group of people. Legislation passed by the United States Senate, House of Representatives, and president governs over the whole United States of America.</td>
</tr>
<tr>
<td>Metadata</td>
<td>Metadata is used to identify trends and to describe other, smaller sets of data. For our purposes, it describes the practice of collecting LARGE amounts of data about the phone records of United States citizens.</td>
</tr>
</tbody>
</table>
USA PATRIOT ACT VOCABULARY (Continued)

Nomination Hearing
A presidential nominee is proposed by a U.S. president to fill a governmental position. The U.S. government has many positions that individuals are appointed and confirmed to. Once the president nominates an individual, that person needs to be confirmed through a process of hearings in the Senate.

National Security Agency
The National Security Agency (NSA) is a United States intelligence organization in charge of processing information concerning the safety of the nation. Many of their programs rely on electronic collection of information.

Provision
A provision is the basic building block of a law. These clauses provide specific guidelines that form the structure of the bill. Amendments are additions to these.

Reauthorization
This is the process by which Congress prescribes changes, additions, and deletions to a law.

Regulation
Regulation is the set of rules and laws that govern the United States.

Roving Wiretap
Roving wiretaps allow intelligence agencies to continue monitoring people even if they switch phones or computers.

Sanctions
A sanction is an official government order to stop trade and/or communication with another country as a way of forcing its leaders to make political changes.

Section 215
Under Section 215, the government can apply to the FISA court to compel businesses (like Verizon) to hand over user records.

Section 702
Section 702 relates to the ability of the U.S. Intelligence Services to monitor foreign threats.

Statute of Limitations/
Sunset Clause
Part of a law that sets up a period of time that places limits for certain kinds of legal action.

Surveillance
Surveillance refers to the close observation of an individual or group, especially of a suspected law breaker.

Terrorist Screening Database
The Terrorist Screening Database gives agencies the ability to screen individuals based on actions they have taken in the past. Examples of individuals who may be included on the list are those who have knowingly aiding a terrorist group and knowingly participating in terrorist activities.

Warrant
A document issued by a legal or government official authorizing the police or some other body to make an arrest, search premises, or carry out some other action relating to the administration of justice.

Wiretapping
Wiretapping is the practice of connecting a listening device to a telephone line to secretly monitor a conversation.
HOMEWORK ASSIGNMENT

DIRECTIONS: Enclosed you will find different speeches from the spring of 2015 about the reauthorization of many aspects of the USA PATRIOT Act. You will see references to the USA FREEDOM Act (the proposed new version of the USA PATRIOT Act), as well as references to various aspects of the original USA PATRIOT Act. These are defined for you in the footnotes of the speeches.

1. Read each of the four speeches. Annotate using the following marks:

- ? I do not know what this means.
- *** I see a LINK or connection to something I have learned about in class this year.
- !!! I want to know more about this! This is shocking or interesting!

2. Use your annotated speech to summarize the beliefs of each senator or representative in the boxes provided on the next page. Then decide on a scale of 1 (privacy is most important) to 10 (security is most important) where they fall.

<table>
<thead>
<tr>
<th>1</th>
<th>10</th>
</tr>
</thead>
<tbody>
<tr>
<td>Privacy is Most Important</td>
<td>Security is Most Important</td>
</tr>
</tbody>
</table>

Representative Barbara Lee (D-CA)

Summarize Representative Lee’s Position:
## HOMEWORK ASSIGNMENT

<table>
<thead>
<tr>
<th>Senator</th>
<th>Number on the Scale</th>
</tr>
</thead>
<tbody>
<tr>
<td>Charles Grassley (R-IA)</td>
<td></td>
</tr>
<tr>
<td>Summarize Senator Grassley’s Position:</td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Senator</th>
<th>Number on the Scale</th>
</tr>
</thead>
<tbody>
<tr>
<td>Orrin Hatch (R-UT)</td>
<td></td>
</tr>
<tr>
<td>Summarize Senator Hatch’s Position:</td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Representative</th>
<th>Number on the Scale</th>
</tr>
</thead>
<tbody>
<tr>
<td>Thomas Massie (R-KY)</td>
<td></td>
</tr>
<tr>
<td>Summarize Representative Massie’s Position:</td>
<td></td>
</tr>
</tbody>
</table>
PRIVACY VS. SECURITY WORKSHEET

DIRECTIONS: There are four posters in each corner of the room. They read: STRONGLY AGREE, SOMEWHAT AGREE, SOMEWHAT DISAGREE, and STRONGLY DISAGREE. As your teacher reads out statements, move to the corner of the room that represents your belief on that statement.

1. Terrorism, foreign or domestic, is the SINGLE MOST important issue facing the United States today.

   STRONGLY AGREE  SOMEWHAT AGREE  SOMEWHAT DISAGREE  STRONGLY DISAGREE

2. Personal privacy is guaranteed by the United States Constitution and needs to be protected at ALL times.

   STRONGLY AGREE  SOMEWHAT AGREE  SOMEWHAT DISAGREE  STRONGLY DISAGREE

3. The security and safety of the majority are more important than the freedom of individuals.

   STRONGLY AGREE  SOMEWHAT AGREE  SOMEWHAT DISAGREE  STRONGLY DISAGREE

4. Federal and state agencies using electronic surveillance on the United States and foreign citizens in order to stop terrorism does not bother me as I am doing nothing wrong.

   STRONGLY AGREE  SOMEWHAT AGREE  SOMEWHAT DISAGREE  STRONGLY DISAGREE

<table>
<thead>
<tr>
<th>QUESTION NUMBER</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>TOTAL SCORE</th>
</tr>
</thead>
<tbody>
<tr>
<td>POINTS</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
STUDENT WORKSHEET

PRIVACY VS. SECURITY
GROUP WORKSHEET

DIRECTIONS: As a group, complete this worksheet and accompanying readings. There are two parts to this worksheet, so manage your time well.

Circle which group you are in:

SECURITY Is MOST Important SECURITY Is Important PRIVACY Is Important PRIVACY Is MOST Important

PART 1: Read the Background Overview (Timeline) and USA PATRIOT Act Summary. Answer the following questions as you read.

1. Identify any patterns or recurring trends about the USA PATRIOT Act between 2001 and 2013. What do these patterns suggest to you?

2. Which aspects of the USA PATRIOT Act summary seem the most controversial to you? Why do you think that?

PART 2: As a group you will select one aspect of the USA PATRIOT Act that needs to be changed when it is renewed.

This can be because it is too lenient (example: not enough security), or infringes upon civil liberties too much (example: not enough privacy). You need to rewrite the provision AND then justify the changes that you made. You will then share your proposal and justification with the class.

You can begin your pre-writing on the back of this page.
Mr. Speaker, I rise in opposition to H.R. 2048, the USA Freedom Act. This bill makes important improvements to the PATRIOT Act, including to Section 2154, which is the underpinning of the National Security Agency’s (NSA) nationwide bulk collection program.

Yet a ruling last week by the Second Circuit found that the bulk collection of phone records under this section violated the law. The right to privacy is a fundamental American value. And it is clear that the practice of unconstitutional bulk data collection endangers that right. Last week’s court decision underscores this—and makes clear that more robust surveillance reforms are needed. While the USA Freedom Act is a good step forward, it does not go far enough. And I recognize the hard work of my good friend and colleague, Ranking Member John Conyers, Jr., on this important bill. More than thirteen years after the passage of the PATRIOT Act, Congress must do more to balance our national security with the protection of our civil liberties.

The USA Freedom Act should include more robust protections to prevent the surveillance of individuals with no nexus to terrorism or any specific investigation. This would ensure adequate protections against indiscriminate surveillance from the government and ensure that Section 215 cannot be used to collect Americans’ records unrelated to any specific investigation. We should also be working for more robust minimization procedures to ensure that information collected under Section 215 is not stored in databases for years. This type of provision was included in a previous version of this bill and must be restored. We should also work to limit additional authorities outside of Section 215 that have been used to collect Americans’ records in bulk.

We know that the government has used other authorities—such as administrative subpoena laws—to collect Americans’ records in bulk.

And finally, H.R. 2048 (USA FREEDOM Act) should be amended to ensure that the government does not use authorities under Section 702 as a backdoor to conduct surveillance on Americans. Section 702 allows the government to intercept contents of Americans’ electronic communications with individuals abroad—and stores them in a database—without a warrant.

Reforms to Section 702 should be included in this bill.

Mr. Speaker, I applaud my colleagues for working in a bipartisan manner on this bill. Yet I believe that additional reforms were needed to adequately protect Americans’ fundamental right to privacy. More than 13 years after the PATRIOT Act was first passed into law, it is time for Congress to let Section 215 expire and work toward serious and meaningful surveillance reform.
**Senator Charles “Chuck” Grassley (R-IA) on May 22, 2015, part I.**

Mr. President, I wish to explain why I support a short-term reauthorization of the national security authorities that expire on June 1, and why I will not vote for cloture on the latest version of the USA FREEDOM Act at this time. These authorities need to be reauthorized and reformed in a way that appropriately balances national security with the privacy and civil liberties of all Americans. I am hopeful that during the next few weeks we can do a better job of doing just that.

I start with the premise that these are important national security tools that shouldn’t be permitted to expire. If that were to happen, there is little doubt that the country would be placed at greater risk of terrorist attack, at a time when we can least afford it. This isn’t exaggeration or hyperbole.

We have recently witnessed the emergence of ISIS, a terrorist organization that controls large swaths of Iraq and Syria, including, as of just days ago, the capital of the largest province in Iraq. ISIS is beheading Americans and burning its captives alive for propaganda value. And fueled in part by black market oil sales, ISIS reportedly has at least $2 billion.

The organization isn’t just sitting on that money. Members of ISIS and related groups are actively recruiting would-be terrorists from around the world to come to Syria. They are inspiring attacks, often using social media, in the West, from Paris, to Sydney, to Ottawa, and even here in the United States, in places like New York City, Ohio, and Garland, TX. Director Comey has reported that the FBI has investigations of perhaps thousands of people in various stages of radicalization in all 50 States.

So this isn’t the time to let these various authorities expire. This isn’t the time to terminate the government’s ability to conduct electronic surveillance of so-called ‘lone wolf’ terrorists—people who are inspired by groups like ISIS but don’t have direct contact with them. And this isn’t the time to end the government’s ability to seek roving wiretaps against terrorists. After all, this is a tool that prosecutors have used in criminal investigations since the mid-1980s.

Most of all, this isn’t the time to sunset the government’s ability to acquire records from businesses like hotels, car rental agencies, and supply companies, under section 215, in a targeted fashion. These kinds of records are routinely obtained by prosecutors in criminal investigations, through the use of grand jury subpoenas. It makes no sense for the government to be able to collect these records to investigate bank fraud, insider trading and public corruption, but not to help keep the country safe from terrorists.

While we must re-authorize these authorities, however, it is equally important that we reform them. But we don’t yet have a reform bill that I am satisfied with.

The American people have made clear that they want the government to stop indiscriminately collecting their telephone metadata in bulk under section 215. They also want more transparency from the government and from the private sector about how section 215 and other national security authorities are being used. They want real reform. I want to be clear that I emphatically agree with these goals. They can be achieved responsibly, and doing so will restore an important measure of trust in our intelligence community.
I agree with these reforms because the civil liberties implications of the collection of this type of bulk telephone metadata are concerning. This is especially so, given the scope and nature of the metadata collected through this program.

Now, there haven’t been any cases of this metadata being intentionally abused for political or other ends. That is good. I recognize that the overwhelming majority of those who work in the intelligence community are law-abiding American heroes to whom we owe a great debt for helping to keep us safe.

But other national security authorities have been abused. Unfortunately, to paraphrase James Madison, all men aren’t angels. I’ve been critical, for example, of the Department of Justice’s handling of the so-called LOVEINT cases uncovered by the NSA’s Inspector General.

Given human nature, then, the mere potential for abuse makes the status quo concerning the bulk collection of telephone metadata under section 215 unsustainable, especially when measured against the real yet modest intelligence value the program has provided.

The USA FREEDOM Act would in some ways reauthorize and reform section 215 along these lines. It would end the bulk collection of telephone metadata in 6 months, and transition the program to a system where the phone companies hold the data for targeted searching by the government. But the bill’s serious flaws cause me to believe that we can do better. Let me discuss just a few.

First, while the system to which the bill would transition the program sounds promising, it does not exist at present, and may well not exist in 6 months. Intelligence community leaders don’t know for sure how long it will take to build. They don’t know for sure how fast it will be able to return search results to the government. They don’t know for sure whether the phone companies will voluntarily keep the metadata for later searching by the government.

On this score, then, this bill feels like a leap into the dark when we can least afford it. While we need certainty that the bulk collection of telephone metadata under section 215 will end, we also need more certainty that the new system proposed will work and be effective.

Second, the bill contains reforms to the FISA Court that are unneeded and risky. I am strongly in favor of reforming the court to make clear that it can appoint a traditional amicus, or a friend of the court, to help it get the law right. This is a well understood legal concept.

But this bill goes further—potentially dangerously so. Under certain circumstances, the bill directs the FISA Court to name a panel of outside experts who would, in the words of The New York Times, “challenge the government’s pleadings” before the court. Especially when the bill already ends the kind of dragnet intelligence collection under section 215 that affects so many innocent Americans, this is wholly unnecessary. And for this reason, the Administrative Office of the U.S. Courts sent a letter alerting Congress to its concerns that this outside advocate could “impede the court’s work” by delaying the process and chilling the government’s candor.

In addition, this proposed advocate is contrary to our legal traditions, in which judges routinely make similar decisions on an ex parte basis, hearing only from the government. Mobsters don’t get a public defender when the government seeks to wiretap their phones.

Crooked bankers don’t get a public defender when the government seeks a search warrant for their offices. There is no need to give ISIS a public defender when the government seeks to spy on its terrorists to keep the country safe.
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Senator Charles “Chuck” Grassley (R-IA) on May 22, 2015, part III.

Third, the bill also contains language that amends the federal criminal code to implement a series of important and widely-supported treaties aimed at preventing nuclear terrorism and proliferation.

However, the bill doesn’t authorize the death penalty for nuclear terrorists. Nor does it permit the government to request authorization from a judge to wiretap the telephones of these terrorists or allow those who provide them material support to be prosecuted. These commonsense provisions were requested by both the Bush and Obama Administrations, but for unknown reasons they were omitted from the bill.

In fact, Senator Whitehouse and I have introduced separate legislation, the Nuclear Terrorism Conventions Implementation and Safety of Maritime Navigation Act of 2015, which would implement these treaties with these provisions included.

Recently, I have been heartened that there is a bipartisan group of members of the Judiciary and Intelligence Committees who share these and other concerns. We have been discussing an alternative reform bill that would also end the bulk collection of telephone metadata under section 215. But it would also do a better job of ensuring that our national security is still protected.

So I support a short, temporary reauthorization with the hope that an alternative reform bill can be crafted that addresses the core reform goals of the American people and that appropriately balances national security with the privacy and civil liberties of all Americans. There is work ahead, but it is important that we get this reform right.

Source: Congressional Record- Senate
https://www.congress.gov/congressional-record/2015/05/22/senate-section/article/S3302-1
Mr. President, today I wish to speak on a critical national security issue: the importance of renewing the authority for essential anti-terrorism tools which is set to expire by the time Congress returns to Washington after Memorial Day.

Every single Member of this body remembers where he or she was on September 11, 2001. I was here in the Senate. I remember evacuating the Capitol and the office building. I remember standing on the lawn outside, wondering if a plane was headed toward this very building.

That terrible day gave us a taste of what terrorists want to visit upon our country. We realized that these fanatics would stop at nothing to kill innocent men, women, and children and to bring our country to its knees.

Knowing the threat this country faced, we resolved not to let bureaucratic red tape hinder the ability of our law enforcement and intelligence communities to keep us safe. As the ranking member of the Judiciary Committee, I joined with colleagues of both parties as well as the Bush administration to craft the USA PATRIOT Act, which passed the Senate 98 to 1.

The PATRIOT Act and its subsequent reauthorizations have proven critical to our ability to investigate terrorist threats and prevent another mass-casualty attack on the homeland.

Let me make one matter perfectly clear: we continue to face a very serious terrorist threat. The evil that struck us on September 11 has metastasized and continues to present a clear and present danger to the national security of the United States. As the American people’s elected representatives, it is our primary duty to keep this country safe. Accordingly, we must continue to provide the necessary tools to the law enforcement and intelligence communities that have helped keep this Nation safe for the past 14 years.

Unfortunately, some of these tools have become quite controversial, despite the repeated showing of strong bipartisan support for them. The collection of telephone metadata under section 215 has drawn particular criticisms and worrisome calls for “reform.” I find this development enormously concerning.

Consider what President Obama himself had to say about our need for such a capability:

The program grew out of a desire to address a gap identified after 9/11. One of the 9/11 hijackers, Khalid al-Mihdhar, made a phone call from San Diego to a known al-Qaeda safe house in Yemen. NSA saw that call, but it could not see that the call was coming from an individual already in the United States. The telephone metadata program under Section 215 was designed to map the communications of terrorists so we could see who they may be in contact with as quickly as possible.

The President was absolutely right. The collection of telephone metadata in bulk facilitates our mapping of terrorist networks and our ability to disrupt terrorist plots. Contrary to the wild fantasies that critics frequently spout, this collection does not meaningfully intrude on our privacy. It does not involve the NSA listening in on anyone’s calls. It is simply a very important means of finding a proverbial needle in a haystack. We should reauthorize this authority without delay.

A number of my colleagues have taken a different approach, taking up the cause of the so-called USA FREEDOM Act to “reform” our counterterrorism efforts. I find the name of this bill ironic, in the sense that their legislation aims to restore a freedom that was never under threat while sacrificing critical tools that secure our freedom.
For instance, under this legislation, metadata would no longer be collected by the government but instead retained by private communications corporations. While this idea may seem initially appealing, I have strong reservations about such an approach. Their proposal contains no requirement for these companies to maintain this data for any length of time. Without such a requirement, the effectiveness of a search would obviously be compromised.

This is hardly my only concern. Consider also the provision of the so-called FREEDOM Act that would create a body of outside experts to advise the Foreign Intelligence Surveillance Court on the government’s warrant applications. Such an unprecedented move would cause serious constitutional concerns and could undermine the adversarial system which at the core of the judicial branch.

For these and many other reasons, I cannot support the so-called FREEDOM Act. While I would prefer to pass a long-term extension of our current authorities, I will support a short-term extension to facilitate the search for a long-term solution. I urge my colleagues in both Houses to support this effort.

Source:
Congressional Record- Senate
https://www.congress.gov/congressional-record/2015/05/22/senate-section/article/S3300-1
SPEECHES ON THE RENEWAL OF THE USA PATRIOT ACT

Representative Thomas Massie (R-KY) on June 1, 2015, part I.

Mr. Speaker, I am here today because last night, at midnight, a wonderful thing happened. In what seems like a constant flow, a tide that has been washing away our liberties since the founding of this country, we experienced something unique.

The tide reversed, thanks to one senator, Senator Rand Paul of Kentucky, and now, we have some of our civil liberties restored. If only but for a brief second in history, they are restored. It may register only as an eddy current, but clearly, we changed the tide last night.

Now, what happened? The PATRIOT Act expired. How does a law expire, do you say? Why do we allow them to expire? It is because, when we enact laws, we know that we don’t have the foresight to see how they will be carried out. We don’t know everything that is going to happen as time transpires. It is important that we revisit these laws. In this case, this law expired.

I would like to pretend that, if I were here when the PATRIOT Act passed after the attacks on our country, that I wouldn’t have voted for it, but I can’t say that. I am not going to pass judgment on my colleagues that were here when it did pass. I can barely imagine the incredible pressure they were under from their constituents, from everybody, to do something—to do something to protect our country, and so they passed the PATRIOT Act. I don’t blame them. I wasn’t here. I might have done the same thing.

We have new facts today, so we revisit this law; we revisit the PATRIOT Act. What are the new facts? What are the things that have changed since it was issued? Let me list them.

First of all, our Director of National Intelligence lied to us, lied to Congress about how the law was being implemented. In fact, he said, “I said the least untruthful thing I could,” when he testified. Those were his words. He said the least untruthful thing he could.

That is not good enough. He is in charge of all of our intelligence, and you are spying on Americans, and you lied to Congress about it, so that has changed.

What else changed? The NSA broke the law. How do we know this? The second highest court in the land said they broke the law. Just a few weeks ago, they ruled this. Surely, we can’t trust them to enforce the laws that we are giving them now without some major reform.

What is the next thing that has changed since the PATRIOT Act first passed? The Permanent Select Committee on Intelligence failed us. The Permanent Select Committee on Intelligence is privy to information that the rest of Congress cannot have, and I understand that. It would be hard to keep a secret if 435 Members knew about it, so we entrust some of our Members to know the Nation’s most important secrets.

What do we trust them with? Oversight, oversight over the intelligence community to make sure that the laws that all 435 of us vote on are being implemented in the way that we intended them to be implemented—and that was not the case, so that has changed.

What is the fourth thing that has changed since the first PATRIOT Act was issued and the last time it was reauthorized? The FISA court, this is the secret court that issues the secret warrants, if you will—if you would call them warrants. I would not call them warrants.

They issued the mother of all general warrants. What are general warrants? These are warrants that are not specific. The warrant they issued would make King George III blush. Think about this: a warrant that covers every—every—American.
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Representative Thomas Massie (R-IA) on June 1, 2015, part II.

Let me read the Fourth Amendment to our Constitution here, and this is specifically about your right to privacy: “The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no warrants shall issue, but upon probable cause, supported by oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized.”

The warrant that they issued, the one that went to Verizon which authorized the collection of everybody’s phone records, was not constitutional; yet we trusted them with the oversight, and they betrayed us. They betrayed that trust.

Since 1979, there have been 34,000 surveillance orders requested of the FISA court by the intelligence community; 12 of the 34,000 have been denied.

Mr. Speaker, things have changed. I urge my colleagues not to reauthorize the PATRIOT Act. The Freedom Act does not go far enough.

Source:
Congressional Record- House of Representatives https://www.congress.gov/congressional-record/2015/06/01/house-section/article/H3583-4
THE USA PATRIOT ACT SUMMARY

The USA PATRIOT Act: Preserving Life and Liberty

Congress enacted the “Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism Act” by overwhelming, bipartisan margins, in order to arm law enforcement with new tools to detect and prevent terrorism.

1. The USA PATRIOT Act allows investigators to use the tools that were already available to investigate organized crime and drug trafficking. Many of the tools the Act provides to law enforcement to fight terrorism have been used for decades to fight organized crime and drug dealers, and have been reviewed and approved by the courts. As Sen. Joe Biden (D-DE) explained during the floor debate about the Act, “the FBI could get a wiretap to investigate the mafia, but they could not get one to investigate terrorists. To put it bluntly, that was crazy! What’s good for the mob should be good for terrorists.” (Cong. Rec., 10/25/01)

- Allows law enforcement to use surveillance against more crimes of terror. Before the Patriot Act, courts could permit law enforcement to conduct electronic surveillance to investigate many ordinary, non-terrorism crimes, such as drug crimes, mail fraud, and passport fraud. Agents also could obtain wiretaps to investigate some, but not all, of the crimes that terrorists often commit. The Act enabled investigators to gather information when looking into the full range of terrorism-related crimes, including: chemical-weapons offenses, the use of weapons of mass destruction, killing Americans abroad, and terrorism financing.

- Allows federal agents to follow sophisticated terrorists trained to evade detection. For years, law enforcement has been able to use “roving wiretaps” to investigate ordinary crimes, including drug offenses and racketeering. A roving wiretap can be authorized by a federal judge to apply to a particular suspect, rather than a particular phone or communications device. Because international terrorists are sophisticated and trained to thwart surveillance by rapidly changing locations and communication devices such as cell phones, the Act authorized agents to seek court permission to use the same techniques in national security investigations to track terrorists.

- Allows law enforcement to conduct investigations without tipping off terrorists. In some cases if criminals are tipped off too early to an investigation, they might flee, destroy evidence, intimidate or kill witnesses, cut off contact with associates, or take other action to evade arrest. Therefore, federal courts in narrow circumstances long have allowed law enforcement to delay for a limited time when the subject is told that a judicially-approved search warrant has been executed. Notice is always provided, but the reasonable delay gives law enforcement time to identify the criminal’s associates, eliminate immediate threats to our communities, and coordinate the arrests of multiple individuals without tipping them off beforehand. These delayed notification search warrants have been used for decades, have proven crucial in drug and organized crime cases, and have been upheld by courts as fully constitutional.

- Allows federal agents to ask a court for an order to obtain business records in national security terrorism cases. Examining business records often provides the key that investigators are looking for to solve a wide range of crimes. Investigators might seek select records from hardware stores or chemical plants, for example, to find out who bought materials to make a bomb, or bank records to see who’s sending money to terrorists. Law enforcement authorities have always been able to obtain business records in criminal cases through grand jury subpoenas, and continue to do so in national security cases where appropriate. These records were sought in criminal cases such as the investigation of the Zodiac gunman, where police suspected the gunman was inspired by a Scottish occult poet, and wanted to learn who had checked the poet’s books out of the library. In national security cases where use of the grand jury process was not appropriate, investigators previously had limited tools at their disposal to obtain certain business records. Under the Patriot Act, the government can now ask a federal court (the Foreign Intelligence Surveillance Court), if needed to aid an investigation, to order production of the same type of records available through grand jury subpoenas. This federal court, however, can issue these
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orders only after the government demonstrates the records concerned are sought for an authorized investigation to obtain foreign intelligence information not concerning a U.S. person or to protect against international terrorism or clandestine intelligence activities, provided that such investigation of a U.S. person is not conducted solely on the basis of activities protected by the First Amendment.

2. The Patriot Act facilitated information sharing and cooperation among government agencies so that they can better “connect the dots.” The Act removed the major legal barriers that prevented the law enforcement, intelligence, and national defense communities from talking and coordinating their work to protect the American people and our national security. The government’s prevention efforts should not be restricted by boxes on an organizational chart. Now police officers, FBI agents, federal prosecutors and intelligence officials can protect our communities by “connecting the dots” to uncover terrorist plots before they are completed. As Sen. John Edwards (D-N.C.) said about the Patriot Act, “we simply cannot prevail in the battle against terrorism if the right hand of our government has no idea what the left hand is doing” (Press release, 10/26/01).

- Prosecutors and investigators used information shared pursuant to section 218 in investigating the defendants in the so-called “Virginia Jihad” case. This prosecution involved members of the Dar al-Arqam Islamic Center, who trained for jihad in Northern Virginia by participating in paintball and paramilitary training, including eight individuals who traveled to terrorist training camps in Pakistan or Afghanistan between 1999 and 2001. These individuals are associates of a violent Islamic extremist group known as Lashkar-e-Taiba (LET), which operates in Pakistan and Kashmir, and that has ties to the al Qaeda terrorist network. As the result of an investigation that included the use of information obtained through FISA, prosecutors were able to bring charges against these individuals. Six of the defendants have pleaded guilty, and three were convicted in March 2004 of charges including conspiracy to levy war against the United States and conspiracy to provide material support to the Taliban. These nine defendants received sentences ranging from a prison term of four years to life imprisonment.

3. The Patriot Act updated the law to reflect new technologies and new threats. The Act brought the law up to date with current technology, so we no longer have to fight a digital-age battle with antique weapons-legal authorities leftover from the era of rotary telephones. When investigating the murder of The Wall Street Journal reporter Daniel Pearl, for example, law enforcement used one of the Act’s new authorities to use high-tech means to identify and locate some of the killers.

- Allows law enforcement officials to obtain a search warrant anywhere a terrorist-related activity occurred. Before the Patriot Act, law enforcement personnel were required to obtain a search warrant in the district where they intended to conduct a search. However, modern terrorism investigations often span a number of districts, and officers therefore had to obtain multiple warrants in multiple jurisdictions, creating unnecessary delays. The Act provides that warrants can be obtained in any district in which terrorism-related activities occurred, regardless of where they will be executed. This provision does not change the standards governing the availability of a search warrant, but streamlines the search-warrant process.

- Allows victims of computer hacking to request law enforcement assistance in monitoring the “trespassers” on their computers. This change made the law technology-neutral; it placed electronic trespassers on the same footing as physical trespassers. Now, hacking victims can seek law enforcement assistance to combat hackers, just as burglary victims have been able to invite officers into their homes to catch burglars.
4. The Patriot Act increased the penalties for those who commit terrorist crimes. Americans are threatened as much by the terrorist who pays for a bomb as by the one who pushes the button. That's why the Patriot Act imposed tough new penalties on those who commit and support terrorist operations, both at home and abroad. In particular, the Act:

- Prohibits the harboring of terrorists. The Act created a new offense that prohibits knowingly harboring persons who have committed or are about to commit a variety of terrorist offenses, such as: destruction of aircraft; use of nuclear, chemical, or biological weapons; use of weapons of mass destruction; bombing of government property; sabotage of nuclear facilities; and aircraft piracy.

- Enhanced the inadequate maximum penalties for various crimes likely to be committed by terrorists: including arson, destruction of energy facilities, material support to terrorists and terrorist organizations, and destruction of national-defense materials.

- Enhanced a number of conspiracy penalties, including for arson, killings in federal facilities, attacking communications systems, material support to terrorists, sabotage of nuclear facilities, and interference with flight crew members. Under previous law, many terrorism statutes did not specifically prohibit engaging in conspiracies to commit the underlying offenses. In such cases, the government could only bring prosecutions under the general federal conspiracy provision, which carries a maximum penalty of only five years in prison.

- Punishes terrorist attacks on mass transit systems.

- Punishes bioterrorists.

- Eliminates the statutes of limitations for certain terrorism crimes and lengthens them for other terrorist crimes.

Source:
http://www.justice.gov/archive/ll/highlights.htm
POST-VISIT LESSON: WRITING THE RENEWAL

Post-Visit Lesson Introduction

In the post-visit lesson, students reflect upon their process and decision-making during the SIM at the Edward M. Kennedy Institute.

Students are asked to synthesize their experience in the SIM and then complete a writing assignment in which they revise a piece of legislation and provide a reasonable justification as to why it should pass.

Lesson Learning Objectives

By the end of this lesson students will be able to:

- Produce a written justification of their ideas using content specific vocabulary
- Reflect on their experience during the SIM on the USA PATRIOT Act and develop a new, ideal provision, that they believe will be the best addition to the legislation
- Justify the positive impact that the provision will have on the country and defend its passage into law

Essential Questions

- How can individuals and groups consider diverse interests to address the concerns and needs of the country?
- What is the role of deliberation, debate, and negotiation in shaping the legislative process?

Enduring Understandings

- Legislative bodies are designed to be forums for debate and deliberate argument.
- Every piece of legislation or solution to a problem has strengths and weaknesses that will lead to debate and disagreement.

KEY VOCABULARY

- See Renewal of the USA PATRIOT Act Vocabulary on pages 11–12
## Post-Visit Lesson Plan

TOTAL TIME: 50 minutes

<table>
<thead>
<tr>
<th>TIME</th>
<th>ACTIVITY</th>
<th>DESCRIPTION</th>
</tr>
</thead>
<tbody>
<tr>
<td>Post-Visit Lesson</td>
<td>Homework</td>
<td>Prior to class, ask the students to reflect on their SIM visit. Ask them to consider their votes, how the process of deliberation went, any filibusters, etc... Ask students to respond to the following prompting questions for homework: * What did you wish got added to the renewal bill in the SIM? * What should have been considered that weren’t options that you wish your senator could have proposed? * How would you have changed an argument made on the Senate floor so that it was passed? Students will use these to support their reflection as a class in this lesson.</td>
</tr>
<tr>
<td>10 minutes</td>
<td>Do Now</td>
<td>Review the student groups of the pre-visit lesson warm-up. The students have been labeled on a spectrum between Security and Privacy. Provide TWO of the privacy vs. security statements again and ask students to arrange themselves. Ask the groups: What has changed? Why do you think people are in different places now? Why have their positions remained the same?</td>
</tr>
<tr>
<td>15 minutes</td>
<td>Group Reflection on SIM</td>
<td>Write the three categories below on the whiteboard: have students all come up to the front and write their thoughts into each category. These can be short statements or sentences that respond to some or all of the prompts. What was difficult about the SIM experience? What did I learn by completing the SIM? How did my thinking change as a result of the SIM? Keep these ideas up on the board so that students can refer to them.</td>
</tr>
<tr>
<td>20 minutes</td>
<td>Introducing the Prompt and Pre-Writing</td>
<td>Provide the prompt to the students. Students will use this time to brainstorm or begin writing their response to the prompt. They can bounce ideas off of each other and use the thoughts from the board to guide their work.</td>
</tr>
<tr>
<td>5 minutes</td>
<td>Homework</td>
<td>Have students complete their provision writing and justification for homework.</td>
</tr>
</tbody>
</table>
HOMEWORK ASSIGNMENT

DIRECTIONS: Reflect on your visit to the Edward M. Kennedy Institute and your Senate Immersion Module (SIM) experience. Consider your votes, how the process of deliberation went, any filibusters, etc. Answer the following questions for homework.

1. What did you wish was added to the renewal bill in the SIM?

2. What additions to the bill should have been considered, but were not brought up?

3. How would you have changed an argument made on the Senate floor so that the act was passed?
WRITING PROMPT

DIRECTIONS: The SIM activity on the USA PATRIOT Act asked you to take the position of a particular senator, from a specific party, who was attempting to represent his or her constituents. You also participated in a short activity asking you to weigh certain provision of the USA PATRIOT Act against privacy and security for the United States.

NOW YOU GET TO DECIDE FOR YOURSELF and CONVINCE YOUR PEERS!!

You will write up your own “ideal provision” based upon your beliefs and knowledge gained through the SIM. What do you think is the single most important aspect of the USA PATRIOT Act that needs to be kept, adjusted, or removed?

You only can get one to pass, but it had better be good one. Write up your ideal provision and short justification of its importance. How will this keep people safe? How does it achieve a balance between privacy and security? Why is it NOT an infringement of individual liberty? Or if it is, why is it worth it?

The audience for this writing project is your peers. Remember, you have some insights into how they feel about the issues of privacy vs. security. Try to CONVINCE them that your provision is the BEST one for the country.

Consider the following rubric while creating your provision and writing your justification.

<table>
<thead>
<tr>
<th>POINTS</th>
<th>0</th>
<th>1</th>
<th>2</th>
</tr>
</thead>
<tbody>
<tr>
<td>POSITION</td>
<td>The provision and stance on the provision are not stated.</td>
<td>The provision and stance on the provision are either partially stated or not stated clearly.</td>
<td>The provision and stance on the provision are stated clearly.</td>
</tr>
<tr>
<td>EVIDENCE</td>
<td>The provision and reasoning for the provision have no supporting evidence.</td>
<td>The provision and reasoning for the provision are not supported by sufficient evidence.</td>
<td>The provision and reasoning for the provision are explained using evidence and examples from the SIM.</td>
</tr>
<tr>
<td>ISSUES</td>
<td>The provision and reasoning do not include the issues that would be positively or negatively impacted.</td>
<td>The provision and reasoning include some issues that would be positively or negatively impacted.</td>
<td>The provision and reasoning include the issues it would positively and negatively impact.</td>
</tr>
<tr>
<td>WRITING</td>
<td>The essay is not delivered in a persuasive or well-organized way.</td>
<td>The essay is either well-organized but not persuasive, or not well-organized but persuasive.</td>
<td>The essay is delivered in a persuasive, well-organized, and thoughtful way.</td>
</tr>
</tbody>
</table>
STANDARDS ALIGNMENT

The pre-visit and post-visit lessons along with the SIM itself, are aligned to the following Common Core and Massachusetts standards.

HISTORY CONTENT STANDARDS (MASSACHUSETTS)

U.S. United States and Massachusetts Government and Civic Life

HSS.8.T3.02 Examine the relationship between the three branches of government (the checks and balances system).

HSS.8.T3.05 Describe the role of political parties at the state and national levels.

HSS.8.T4.03 Distinguish among civic, political, and private life.

HSS.8.T4.04 Define and provide examples of fundamental principles and values of American political and civic life (e.g., liberty, the common good, justice, equality, tolerance, law and order, due process, rights of individuals, diversity, civic unity, patriotism, constitutionalism, popular sovereignty, and representative democracy.)

HSS.8.T4.05 Describe how a democracy provides opportunities for citizens to participate in the political process through elections, political parties, and interest groups.

HSS.8.T4.07 Apply knowledge of leadership and the qualities of good leaders to evaluate political leaders at the community, the state and the national levels.

HSS.8.T4.08 Explain the importance of individuals working cooperatively with their elected leaders.

HSS.8.T4.10 Analyze issues involving liberty in conflict with equality or authority, individual rights in conflict with the common good, or majority rule in conflict with minority rights.

HSS.8.T4.12 Examine the role of political protest in a democracy.

U.S. History I Standards

USI.11 Describe the purpose and functions of government.

USI.20 Explain the evolution and function of political parties, including their role in federal, state, and local elections.

USI.21 Describe how decisions are made in a democracy, including the role of legislatures, courts, executives, and the public.

American Government Standards

USG.1.3 Describe the purposes and functions of government.

USG.2.8 Evaluate, take, and defend positions on issues concerning foundational ideas or values in tension or conflict.

USG.3.12 Use a variety of sources, including newspapers and internet web sites, to identify current state and local legislative issues and examine the influence on the legislative process of political parties, interest groups, grass roots organizations, lobbyists, public opinion, the news media, and individual voters.

USG.5.10 Practice civic skills and dispositions by participating in activities such as simulated public hearings, mock trials, and debates.

High School Elective: United States Government and Politics

GOV.T1.10 Argue and defend positions on issues in which foundational ideas or values are in tension or conflict (e.g., liberty in conflict with equality or authority, individual rights in conflict with national or community interests or perceptions of the common good, or majority rule in conflict with minority rights).

GOV.T4.06 Compare the debate over a public policy issue from the past and a contemporary one and evaluate the role of political parties, interest groups and media in influencing public opinion.

COMMON CORE STANDARDS

Anchor Standards for Reading (see differentiated Reading Standards for Literacy in History/Social Studies 6–12 for more grade level detail)

RH.1: Cite specific textual evidence to support analysis of primary and secondary sources, attending to such features as the date and origin of the information.

RH.2: Determine the central ideas or information of a primary or secondary source, provide an accurate summary of how key events or ideas develop over the course of the text.

RH.7: Integrate and evaluate content presented in diverse formats and media, including visually and quantitatively, as well as in words.

RH.9: Compare and contrast treatments of the same topic in several primary and secondary sources.
RH.10: Read and comprehend complex literary and informational texts independently and proficiently.

Anchor Standards for Writing (see differentiated Writing Standards for Literacy in History/Social Studies 6–12 for more grade level detail)

WHST.9–10.2. Write informative/explanatory texts to examine and convey complex ideas and information clearly and accurately through the effective selection, organization and analysis of content.

A. Introduce a topic; organize complex ideas, concepts, and information to make important connections and distinctions; include formatting (e.g., headings), graphics (e.g., figures, tables), and multimedia when useful to aiding comprehension.

B. Develop the topic with well-chosen, relevant, and sufficient facts, extended definitions, concrete details, quotations, or other information and examples appropriate to the audience’s knowledge of the topic.

C. Use appropriate and varied transitions to link the major sections of the text; create cohesion, and clarify the relationships among complex ideas and concepts.

D. Use precise language and domain-specific vocabulary to manage the complexity of the topic.

E. Establish and maintain a formal style and objective tone while attending to the norms and conventions of the discipline in which they are writing.

F. Provide a concluding statement or section that follows from and supports the information or explanation presented (e.g., articulating implications or the significance of the topic).

WHST.9–10.4. Produce clear and coherent writing in which the development, organization, and style are appropriate to task, purpose, and audience.

WHST.9–10.5. Develop and strengthen writing as needed by planning, revising, editing, rewriting, or trying a new approach.

Anchor Standards for Speaking and Listening

CCSS.ELA-LITERACY.SL.9–10.1 Initiate and participate effectively in a range of collaborative discussions (one-on-one, in groups, and teacher-led) with diverse partners on grades 9–10 topics, texts, and issues, building on others’ ideas and expressing their own clearly and persuasively.

B. Work with peers to set rules for collegial discussions and decision-making (e.g., informal consensus, taking votes on key issues, presentation of alternate views), clear goals and deadlines, and individual roles as needed.

C. Propel conversations by posing and responding to questions that relate the current discussion to broader themes or larger ideas; actively incorporate others into the discussion; and clarify, verify, or challenge ideas and conclusions.

CCR: SL.2. Integrate and evaluate information presented in diverse media and formats, including visually, quantitatively, and orally.

CCR: SL.3. Evaluate a speaker’s point of view, reasoning, and use of evidence and rhetoric.

CCR: SL.4. Present information, findings, and supporting evidence such that listeners can follow the line of reasoning and the organization, development, and style are appropriate to task, purpose, and audience.

CCR: SL.6. Adapt speech to a variety of contexts and communicative tasks, demonstrating command of formal English when indicated or appropriate.

21ST CENTURY SKILLS
(FROM WWW.P21.ORG)

- Use various types of reasoning (inductive, deductive, etc.) as appropriate to the situation.
- Analyze how parts of a whole interact with each other to produce overall outcomes in complex systems.
- Effectively analyze and evaluate evidence, arguments, claims and beliefs.
- Analyze and evaluate major alternative points of view.
- Synthesize and make connections between information and arguments.
- Interpret information and draw conclusions based on the best analysis.
- Identify and ask significant questions that clarify various points of view and lead to better solutions.
- Articulate thoughts and ideas effectively using oral, written and nonverbal communication skills in a variety of forms and contexts.
STANDARDS ALIGNMENT

(CONTINUED)

• Listen effectively to decipher meaning, including knowledge, values, attitudes and intentions.
• Use communication for a range of purposes (e.g., to inform, instruct, motivate and persuade).
• Demonstrate ability to work effectively and respectfully with diverse teams.
• Exercise flexibility and willingness to be helpful in making necessary compromises to accomplish a common goal.
• Assume shared responsibility for collaborative work, and value the individual contributions made by each team member.
ADDITIONAL RESOURCES

GENERAL RESOURCES
The following general resources provide more information and curriculum about the U.S. Congress and the Senate.

Annenberg Classroom
https://www.annenbergclassroom.org/
Provides resources for teaching civics

GovTrack
https://www.govtrack.us/
This website helps track activities in the U.S. Congress

iCivics
https://www.icivics.org
Free curriculum and games to learn civics

Library of Congress
https://www.loc.gov/
Supports Congress in fulfilling their duties and contains millions of resources, like books, photographs, maps, etc.

The following general resources provide more information and curriculum about the U.S. Congress and the Senate.

Library of Congress teacher’s page
http://www.loc.gov/teachers/usingprimarysources/guides.html
Numerous resources, pay special attention to the “Using Primary Sources” section

Library of Congress teacher’s page
http://www.loc.gov/teachers/classroommaterials/
Section containing Primary Source sets, lesson plans and numerous other valuable resources

PopVox
https://www.popvox.com/
Enables you to share your opinion about a bill with your representatives and the public

Senate.gov
https://www.senate.gov/
Provides information about past and present Senates

CongressLink
https://www.loc.gov/item/2003557479
Provides resources for teachers about Congress

Being a Senator Curriculum
https://www.emkinstitute.org/resources/being-senator-curriculum
Curricular materials to prepare students for the senate immersion modules at the Kennedy Institute
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